
GDPR Today

The HR Company understands the challenges that businesses face with the current Gen-
eral Data Protection Regulation (GDPR) now in effect as of the 25th of May, 2018, which 

affects all businesses in member states of the European Union, including the Republic of 
Ireland. Some of the consequential issues include the right of each European citizen and 
resident to amend, correct, challenge or remove personal data, which each business entity 
may have on the individual.  
In addition, the consequences of failure to meet each specification of the GDPR may result 
in significant fines, up to four times the annual turnover of the business. Data security is a 
serious issue, and failure to update and correct data security practices within your organ-
isation could be even more serious. Yet, integrating a new data security system can cost 
thousands and even millions - far too much for a small- or medium-size business!

The Solution: CSR Readiness® Pro Edition
Because of the immense costs associated 

withGDPR, The HR Company partnered 
with CSR to offer you a reduced rate of-
fer for the CSR Readiness® Pro Edition. It 
combines reactive and proactive features 
to secure your data. The HR Company be-
lieves CSR Readiness® will be a true ben-
efit for not only your business, but your 
customers, vendors, and employees too.  
CSR Readiness® can help your business 
reduce the risk of a data breach and assist 
you in meeting mandated data protection 
requirements.

For more information regarding GDPR, the 
offerings of CSR, or what CSR Readiness can 
do for you, visit the GDPR section of our web-
site at https://thehrcompany.ie or contact 
your account manager today.

Self-Assessment: 
The self-assessment data security questionaire 
provides the software with details about your 
specific needs.

Remediation:
Generates remediation instructions, policies and 
best practices tailored to you, regarding compli-
ance, security response planning and audit.

Monitoring:
24/7 access to allow ongoing input and regular 
monitoring. Reactive components work to heal 
any breaches that do occur. 
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